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and the Defense Clearance and Inves-
tigations Index (DCII). 

§ 147.33 Additional requirements by 
agencies. 

Temporary eligibility for access 
must satisfy these minimum investiga-
tive standards, but agency heads may 
establish additional requirements 
based on the sensitivity of the par-
ticular, identified categories of classi-
fied information necessary to perform 
the lawful and authorized functions 
that are the basis for granting tem-
porary eligibility for access. However, 
no additional requirements shall ex-
ceed the common standards for back-
ground investigations developed under 
section 3.2(b) of Executive Order 12968. 
Temporary eligibility for access is 
valid only at the agency granting it 
and at other agencies who expressly 
agree to accept it and acknowledge un-
derstanding of its investigative basis. 
It is further subject to limitations 
specified in sections 2.4(d) and 3.3 of 
Executive Order 12968, Access to Classi-
fied Information. 

PART 148—NATIONAL POLICY AND 
IMPLEMENTATION OF RECI-
PROCITY OF FACILITIES 

Subpart A—National Policy on Reciprocity 
of Use and Inspections of Facilities 

Sec. 
148.1 Interagency reciprocal acceptance. 
148.2 Classified programs. 
148.3 Security review. 
148.4 Policy documentation. 
148.5 Identification of the security policy 

board. 
148.6 Agency review. 

Subpart B—Guidelines for the Implementa-
tion and Oversight of the Policy on 
Reciprocity of Use and Inspections of 
Facilities 

148.10 General. 
148.11 Policy. 
148.12 Definitions. 
148.13 Responsibilities. 
148.14 Procedures. 

AUTHORITY: E.O. 12968 (60 FR 40245, 3 CFR 
1995 Comp., p. 391.) 

SOURCE: 63 FR 4580, Jan. 30, 1998, unless 
otherwise noted. 

Subpart A—National Policy on 
Reciprocity of Use and In-
spections of Facilities 

§ 148.1 Interagency reciprocal accept-
ance . 

Interagency reciprocal acceptance of 
security policies and procedures for ap-
proving, accrediting, and maintaining 
the secure posture of shared facilities 
will reduce aggregate costs, promote 
interoperability of agency security sys-
tems, preserve vitality of the U.S. in-
dustrial base, and advance national se-
curity objectives. 

§ 148.2 Classified programs. 
Once a facility is authorized, ap-

proved, certified, or accredited, all U.S. 
Government organizations desiring to 
conduct classified programs at the fa-
cility at the same security level shall 
accept the authorization, approval, cer-
tification, or accreditation without 
change, enhancements, or upgrades. 
Executive Order, Safeguarding Direc-
tives, National Industrial Security 
Program Operating Manual (NISPOM), 
the NISPOM Supplement, the Director 
of Central Intelligence Directives, 
interagency agreements, successor doc-
uments, or other mutually agreed upon 
methods shall be the basis for such ac-
ceptance. 

§ 148.3 Security review. 
After initial security authorization, 

approval, certification, or accredita-
tion, subsequent security reviews shall 
normally be conducted no more fre-
quently than annually. 

Additionally, such reviews shall be 
aperiodic or random, and be based upon 
risk management principles. Security 
reviews may be conducted ‘‘for cause’’, 
to follow up on previous findings, or to 
accomplish close-out actions. Visits 
may be made to a facility to conduct 
security support actions, administra-
tive inquiries, program reviews, and 
approvals as deemed appropriate by the 
cognizant security authority or agen-
cy. 

§ 148.4 Policy documentation. 
Agency heads shall ensure that any 

policy documents their agency issues 
setting out facilities security policies 
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